International Journal of Research in Advent Tecbgg| Vol.2, No.3, March 2014
E-ISSN: 2321-9637

Analysis of Flow data in Wireless sensor networ an
method to adopt Fast routing

T. Sendhil kumdr A. Parthibad R. Baskaran&
L2Student Final Year M. Tech, (CSE) Department, Gi@allege of engineering and technology, Pondicherr
University, Pondicherry, Indi&?
*Senior Assistant Professor and HOD (CSE) Departn@nrist College of engineering and technology,
Pondicherry University, Pondicherry, Indfa.
senshine21@gmail.cdirparthiban139@hotmail.corf, csehodchrist@gmail.cofn.

Abstract-The Analysis of flow data in Wireless Sensor Netw@WSN) is important to report about
efficient throughput. This paper aims to study tdi@bility of a data flow in wireless sensor netk®with
multiple hops. Initially, a method is adopted i thireless sensor network model, to describe itagef
limited node battery energy and shadowed fadingnebis. We also focus on the routing protocols tvhic
might differ depending on the application and nekvarchitecture. In this paper, we present a sunfey
the state-of-the-art routing techniques in WSNsehin order to analyze the network reliabilitye th
network link reliability and the node energy avhilay are reviewed, correspondingly. Furthermaitee
expressions of the instantaneous network relighbélitd the mean time to leave are derived. Findflg,
simulation results validate the correctness andracy of the results.

Index Terms- Network, Routing, link consistency, flow data, Wass Sensor Network (WSN).

1. INTRODUCTION

An Extensive analysis has been studied in marthat allows configuration of the network components
traditional wireless communication networks. Cheidynamically, and that supports visualization of the
and Lyu [10] analyzed the end-to-end expectecurrent network status and the collected data @b re
instantaneous reliability for wireless common objectime. Image based flow measurement and on-site
request broker architecture (CORBA) Dominiak et afflood modeling require support that is not typigall
[14] analyzed the terminal-pair (two-terminal)present in WSN environments: specifically, network
reliability for IEEE 802.16 mesh networks. Liu dt a overlay support for data-flows between nodes, stippo
[15] proposed a more general region failure model tfor sporadic high-bandwidth communications, and in
assess the reliability of wireless mesh networksetwork computing.

affected from a region failure. Egeland and Engelst This paper will try to analyze the data flow in the
[16] analyzed the k-terminal reliability for both event-driven WSNs with multiple sending and
planned and random wireless mesh networkseceiving turns mission approach  without
However, due to the non-repairable nodes and trecknowledgments is a new technique. Considering
limited node battery energy in WSNSs, the traditionathe things from wireless links, traffic loads, emer
reliability evaluation methods are not applicabde f consumptions, and node failures, a more precise
WSNSs. system model is described for a data flow in the
The established wireless sensor network in theeatil event-driven way. Based on the proposed system
year has integrated concepts of adapting the IPFlfodel, wireless link consistency and node energy
protocol to the needs of wireless sensor netwosk®h ayailability are analyzed respectively. Than, the
been investigated, resulting in the developmerthef jystantaneous network consistency and the mean time

protocol like TinylPFIX, which is an adaptationtbe {5 |eave of the data flow in WSNs are derived.
IP Flow Information Export (IPFIX) protocol. The

new protocol has been assessed in a represeniatve
case involving a building application. TinylPFIXsha 2. REQUIREMENTSOF APPLICATION
been extended with compression capabilities and by DATA FLOW

aggregation functionality. Furthermore, extensitms The networking requirements imposed by the

support secure data transmission have beep,,ing of depth readings, in-network computaion

developed, using the protocol Datagram Transpoffyoq modeling and image-based flow analysis is as
Layer Security (DTLS). The solution ensures thaada ¢y ,ows:

collected by sensor nodes is transmitted via secure
channels to a global data sink, and that authorized
access is ensured from a data sink to a wirelesose
network. For validation, a system has been realized
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2.1. Reporting of depth readings by low power radio hardware. Image based flow

The system sends data from pressure-based de fasurement occurs during periods of flooding and
sensors to a GSM uplink for dissemination off-site. igh flow rates. This generates a bi-directionghhi

Each sensor reading comprises a 1 byte no&)@ndwidth many-to-one data flow between the nodes

identifier, a timestamp and two 12 bit ADC readings€duiPPed with digital imaging hardware and nodes
giving a total size of 5 bytes per sensor readin%.art'c'pat'ng in |magg analysis. This is servedaloy
Pressure sensors are sampled at intervals of fi)@C 802.11b networking. In terms of data storae, t
minutes and during sampling, one sensor reading qgmera-ngpped.nodes rpamtams a large cache of
taken per second for a period of 20 seconds. Tthce.n.t '_mag_e f|Ies,. Wh'le gach remote. ”O‘F‘e
depth sensors generate a predictable data fIOV\Dfatep""rt'_c'p""t'ng in the d|str|but§d image analysis | wil
100 bytes at intervals of five minutes, which moet €C€ive & set of up to 4MB of images.
relayed from 15 sensor nodes to a single gateway.
Rep)é)rting of depth readings occurs durir?g ngn—floo - PACKET AND FLOW-BASED TRAFFIC

» i i MEASUREMENT
conditions and generates a classic low bandwidth
many-to-one data flow from sensor nodes to the GSHM deals with the collection of traffic traces whic
gateway. This functionality is implemented by scontain packet header information and optionalsart
spanning tree implementation running on the 433MHef the payload as well. Typical systems performing
radios [4]. Due to the ability of flood models teal packet-based traffic measurements are network
with sporadic and imperfect data, only a small eachgnalyzers and network-based intrusion detection
of sensor readings is maintained at each node wigiystems which analyze the captured packets directly
comprehensive logging / archiving being performediiowever, it is also possible to capture the traéftc

off-site. routers and network monitors, which export the
resulting measurement data to a remote analysis
2.2. In-network computational flood modeling system. A recent IETF standard for the export of

The system also supports in-network computationa{?aCket reports to a remote collector is the PSAMP

flood modeling, which allows the system to provideprOtOCOI specified in RFC5476.

flood warning functionality without the necessity of )

connection to off-site computational facilities [Tfhe ~ 3-1. Packet-based traffic measurements

necessary per-node computation requires dataifttas |1 is g high-speed networks require a lot of

sequence of sensor readings, along with predicfions ﬁomputation and memory assets. A less demanding

the computation on the remote node) from a sma . . . . . .
alternative is flow-based traffic dimensions which
number of other nodes. The flood models can taderat

latency of multiple seconds and require a maximungather statistics z_;\bout flows of packets sharisgta)f
throughput of no more than 10kbps [5]. In-netwodotl ~ OMMon properties called flow keys. A typical sét o
modeling occurs when flooding is predicted andlow keys consists of the IP quintuple of transport
generates a bi-directional data flow between nodegrotocol, source IP address, destination IP address
located in geographic relevant locations. As thesource port, and destination port. The IETF stashdar
relevance of remote nodes is dependent upon tipibut for exporting flow records is the IPFIX protocol
of the flood model, these data flows may chang@pecified  in RFC5101.Further  standardization

dynamically. This data flow is served by an ad-hoGqiatives concern the secure and efficient tramspf
networking infrastructure implemented over the Iowmonitorin data using encrvotion and compression
bandwidth 433MHz radios. In order to ensure resiljenc thod 9 9 yp P
against data loss during critical flood periodshenode methods.
sends its last three updates along with the cuugaate. )

3.2. Attack and Anomaly Detection
2.3. Image-based flow measurement . i

The detection of harmful traffic caused by attacks,
The system also supports image-based floworms, or botnets still is an interesting resedogic.
measurement. This is an emerging technique whilAlthough abundant research work has been conducted
uses cheap off the shelf digital cameras to meastin this area, the emergence of new security thieads
flow rates [1]. Image-based flow measuremertnN€ ever changing characteristics of benign network
requires the dissemination of multiple high resolut utilization require a continuous research efforheT

. d hich ¢ Iresearch activites in this area deal with
Images among sensor  nodes, which - must - ly,q investigation of worm and Bonet traffic

1MBPS of bandwidth and thus cannot be supportedevelop innovative monitoring and detection
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functions which enable the detection of sucdata is routed through pre-determined paths.
malicious traffic with limited computational and However, in random node deployment, the sensor
memory resources.  Furthermore, The methonodes are scattered randomly creating an infras-
for detecting traffic anomalies in flow data is intrycture in an ad hoc manner. If the resultant
progress. Since many anomalies are the resulskf ri gjistribution of nodes is not uniform, optimal
free traffic variations, the principal objective 16  ¢|ystering becomes necessary to allow connectivity
find suitable traffic metrics and detection method ;3,4 enable energy efficient network operation.
which are primarily sensitive to incidents whicle af Inter-sensor communication is normally within
potential relevance for the network administrator. short transmission ranges due to energy and
3.3. Traffic organization bandwidth limitations. Therefore, it is most likely
that a route will consist of multiple wireless hops
The Network operators are interested in identifyin-, ; : :
: . S , . 4.2. Energy consumption without losing
the traffic of different applications in order tamitor
and control the exploitation of the available netwo accuracy
resources. Since the traffic of many new applic&tio Sensor nodes can use up their limited supply ofggne
cannot be identified by specific port numbers, De€performing computations and transmitting informatio
Packet Inspection (DPI) is the current technoloy (in a wireless environment. As such, energy-
choice. However, DPI is very costly as it requiadst  conserving forms of communication and computation
of computational resources as well as up-to-daare essential. Sensor node lifetime shows a strong
signatures of all relevant applications. Furthemnor dependence on the battery lifetime [1]. In a moipih
DPI is limited to unencrypted traffic. In order towSN, each node plays a dual role as data sender and
overcome the limitations and drawbacks of port ardata router. The malfunctioning of some sensor sode
content-based traffic classification, the developme due to power failure can cause significant topaabi
of statistical classification methods has become ichanges and might require rerouting of packets and
important area of research. As part of the LUPUreorganization of Data Reporting Model: Data segsin
project, the primary goal is to find new traffic and reporting in WSNSs is dependent on the apptioati
properties and metrics which can be derived froland the time criticality of the data reporting. ®at
passive traffic measurements and which allow us reporting can be categorized as either time-driven
better distinguish between different protocols an(continuous), event-driven, query-driven, and hybri
applications. Thereby, we concentrate on statistic[13]. The time-driven delivery model is suitabler fo
methods which are easy to implement and to depliapplications that require periodic data monitoriAg.

in real networks. such, sensor nodes will periodically switch on tthei
sensors and transmitters, sense the environment and
4. CHALLENGESAND DESIGN I SSUES IN Fransmit the data of interest at constant perididne
WSNS intervals. In event-driven and query-driven models,

sensor nodes react immediately to sudden and clrasti
Despite the innumerable applications of WSNSs, the:changes in the value of a sensed attribute dubeto t
networks have several restrictions, e.g., limitedrgy  occurrence of a certain event or a query is geeérat
supply, limited computing power, and limitedby the BS. As such, these are well suited for time
bandwidth of the wireless links connecting sensccritical applications. A combination of the previou
nodes. One of the main design goals of WSNs is models is also possible. The routing protocol ghhi
carry out data communication while trying to prajon influenced by the data reporting model with regeard
the lifetime of the network and prevent connedfivit energy consumption and route stability.
degradation by employing aggressive energy
management techniques. The design of routing
protocols in WSNs is influenced by many challengin 4.3. Node/Link Heterogeneity

factors. These factors must be overcome befor% manv studies. all sensor nodes were assumesd to b
efficient communication can be achieved in WSNSs. | y ’

the following, we summarize some of the routin omogeneous, i.e., having an equal capacity inserm

challenges and design issues that affect the muti Hfowgsgpggatg):din C(())I’T'[rﬂgnallcaﬁliggj[iona;(ieng(())I}Nr?or.de
process in WSNs. » dep g pp

can have different roles or capability. The exisgeof
heterogeneous set of sensors raises many technical
issues related to data routing. For example, some
. . ... applications might require a diverse mixture of
Node deployment in WSNs is apphcatlonsensors for monitoring temperature, pressure and
depgndent and affects the performance Of th’ﬁjmidity of the surrounding environment, detecting
routing protocol. The deployment can be eithegqtion "via acoustic signatures, and capturing the
deterministic or randomized. In determlnls,tlcimage or video tracking of moving objects. These
deployment, the sensors are manually placed agfecial sensors can be either deployed indepegdent

4.1. Node Deployement
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or the different functionalities can be includedtie 4.7. Transmission Media
same sensor nodes. Even data reading and reporting . L
can be generated from these sensors at differesg, ra na r_nultl-hop sensor network, communicating .nOdes
subject to diverse quality of service constraimtsd are linked by a W|re|e_ss med_|um. The traditional
can follow multiple data reporting models. ForProblems associated with a wireless channel (e.g.,
example, hierarchical protocols designate a clusteﬁad'”hg' high error rate) lina)ll also affelct t?]e operat q
head node different from the normal senses. Thegé tde_dsr:en?or netwgr ’ r_1” genlera, the r:eqw(rje
clustered can be chosen from the deployed sensors ndwidth of sensor data will be lower, on the orae
can be more powerful than other sensor nodes 1-100 KB/s. Related to the transmission media is

terms of energy, bandwidth, and memory. Hence, tae design of med‘“’.“ access control (MAC.:)' One
burden of transmission to the BS is handled bystte approach of MAC design for sensor networks is ® us
of cluster-heads. TDMA based protocol that conserves more energy

compared to contention based on the protocols like
4.4. Fault Tolerance CSMA.
Some sensor nodes may fail or be blocked due to 34,8, Connectivity

of power, physical damage, or environmental

interference. The failure of sensor nodes should nbligh node density in sensor networks precludes them
affect the overall task of the sensor network. #ny from being completely isolated from each other.
nodes fail, MAC and routing protocols must T herefore, sensor nodes are expected to be highly
accommodate the formation of new links and routes €onnected. This, however, may not prevent the
the data collection base stations. This may requifétwork topology from being variable and the
actively adjusting transmit powers and signalingsa Network size from being shrunk due to sensor node
on the existing links to reduce energy consumption, fallur_es. In addltlo_n, ‘connectivity depends on the,
rerouting packets through regions of the networROSsibly random, distribution of nodes.

where more energy is available. Therefore, multiple

levels of redundancy may be needed in a faultdolier 4.9. Coverage

sensor network. . .
In WSNSs, each sensor node obtains a cextaw of

o the environment. A given sensor's view of the

4.5. Scalability . T : .
environment is limited both in range and in accyrac

The number of sensor nodes deployed in the sensitigcan only cover a limited physical area of the

area may be in the order of hundreds or thousamds,environment. Hence, area coverage is also an

more. Any routing scheme must be able to work witimportant design parameter in WSNs.

this huge number of sensor nodes. In addition,sens

network routing protocols should be scalable enou¢4.10. Data Aggregation

to respond to events in the environment. Until a7, .
. . _Since sensor nodes may generate significant
event occurs, most of the sensors can remain in t

. . redundant data, similar packets from multiple nodes
sleep state, with data from the few remaining sensc
- . can be aggregated so that the number of
providing a coarse quality.

transmissions is reduced. Data aggregation is the
combination of data from different sources, acauydi

to a certain aggregation function, e.g., duplicate
Most of the network architectures assume that sensSuppression, minima, maxima and average. This
nodes are stationary. However, mobility of both 8S’technique has been used to achieve energy efficienc
or sensor nodes is sometimes necessary in meand data transfer optimization in a number of rogti
applications [19]. Routing messages from or to mo\protocols. Signal processing methods can also be
nodes is more challenging since route stabilitused for data aggregation. In this case, it isTeteto
becomes an important issue, in addition to energas data fusion where a node is capable of producing
bandwidth, etc. Moreover, the sensed phenomenmore accurate output signal by using some
can be either dynamic or static depending on titechniques such as beamforming to combine the
application, e.g., it is dynamically in a targeiincoming signals and reducing the noise in these
detection/tracking application, while it is static  signals.

forest monitoring for early fire prevention.
Monitoring static events allow the network to wank
a reactive mode, simply generating traffic wheiln some applications, data should be deliverediwith
reporting. Dynamic events in most application:a certain period of time from the moment it is sehs
require periodic reporting and consequently geeercotherwise the data will be useless. Therefore bednd
significant traffic to, be routed to the BS. latency for data delivery is another condition for
time-constrained applications. However, in many
applications, conservation of energy, which is

4.6. Network Dynamics

4.11. Quality of service
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directly related to network lifetime, is consideredper second. If no event is detected, the radio reodi
relatively more important than the quality of datathe source node is kept unavailable. Note that dete
sent. As the energy gets depleted, the networkbeay ing processM (t), t > 0 which denotes the number of
required to reduce the quality of the results ideor €vents that are detected by the tirhé assumed to be a
to reduce the energy dissipation in the nodes an@on-homogeneous Poisson process (NHPP) with
hence lengthen the total network lifetime. Hence!ntensity functiorX (t).

energy-aware routing protocols are required to

capture this requirement. S D

5. SYSTEM MODEL ’ =. : ® _____ , o

Consider a data flow with a source node,relay .. . g ™ [ »\
>

nodes, and a sink node in an event-driven WSN. The
source node generates data packets by sensingevent
and transmits the packets to the sink node throligh <
N relay nodes. To simplify the control mechanism Data flow
and reduce buffer size at nodes, a multiple sending
approach without acknowledgments is adopted as the
transmission scheme. Such transmit approach h&fre, an ever-univen vwain consisuny wiunuoriy
been proved to be similar to the acknowledgmentlaced relay nodes in B-meter-long linear region is
based scheme, especially under high channel errosed as a test system. To simplify the simulation,
rate. Except for the sink nodes, all other nodesaio assume that the source node and all relay nodesthav
guarantee their functioning over the time and they same initial energy (i.e., B0= EN" = eee =E!A = E™)
normally equipped with low voltage batteries thatand run the transmitter circuitry with the same power
limit their lifetimes. Without loss of generalityhe (j.e., P,°= Pe =+« =PN = P’). Moreover, the transmit
initial energy available for the source and relages power of the source node and all relay nodes a als
are denoted as*E andE*** (n = 1,2,..., N), supposed to be the same (i.e., PO = Pj = ses = P) =
respectively. When the available energy of a nade i
less than a Figure 2 illustrates the wireless link reliabilitgnsus
transmit power with different numbers of the relay
Threshold levelt, the node will lose its functioning. podes. As the figure clearly illustrates, with therease
To prolong the lifetime, the source node is usuallysf the transmit power, the larger received SNR aheac
operated in power-saving strategy to save energy. Agceiver occurs, which results in the increase oéhesis
this strategy, the source node operates eithertivea |ink reliability. Simultaneously, the results ingfire 2
mode (i.e., sending or transmitting) or sleep modeingicate that the relay node number affects thelesse
Since sensing is an energy-consuming operation, thg reliability significantly. Specifically, the weless
source node generally has its own duty cycle, fofink reliability with N = 5 is much higher than that with
instance, 1%, which corresponds to 10 ms sensiny = 3. The reason is that a larger relay node number
event per second. Thus, the energy consumed by they| result in smaller distance between two adjacent
source node to the sensing event from time 0 te tim noges, which will further result in higher link ratiility.
can be given by In addition, it can be observed from Figure 2ttt
simulation results of wireless link reliability matevith
the theoretical results very well.

Fig. 1. The Data flow system in WSN

E: (t) =aPit, )

Where o is the duty cycle, s the power required by
sensing event per second. If some event is detected -
the radio module of the source node is turned ahean (@)=2 *(ct)
packet is transmitted to the nearest relay nodeKLe )
denote the number of packet copies sent out by eact ,  \_J = N\ T
node in the WSN and assume that totdily (t) A
events are detected during [0, t], then the enspgyt

in transmitting packets at the source node can be@
expressed as

Po+ P KLM(1)
r

E; (1) = @)

WhereP,® is the power dissipation of the source node to | c*(p.d)
run the transmitter circuitry?,' is the power used by the
transmit amplifier (i.e., the transmit powelt), is the

packet length in bit and is the transmission rate in bit

Fig.2. Picking the next node
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We now present the details of the method. Get
(C, A) be an undirected connected graph with node séfote that we optionally could add a step, immedyatel
C and arc set A. Fox e C,let C(x) be the set of following Step 2, which says that d e C(x)then
neighbors of x, where a neighbor>ofs a node one arc forward the packet to d.
away from x. We associate with each undirected arSteps 3 and 4 are illustrated in Fig. 3. The neighlof
(i,j) e Aacostc(i,j), and require each(i,j) to bea x are p,q, and r; of thesep andq have the lowest
positive integer. (The integer valued restrictioanc multiplicity. Sincec(x, q) + ¢&(q, d) < c(x,p) +
always be met by approximating, to the desirecc(p, d), the packet is next forwardeddo
accuracy, each arc cost by an improper fractiod,then  If we apply the method to the square of Fig. 1, with
multiplying all the fractions by the least common sources, destination d, and lifs, d) failed, s will
multiple of the fraction denominators.) Foj e C, let  forward the packet to u. Since now A(v) = 0 and A(S) =
c*(i,j) be the cost of the shortest pathGnbetween 1, thenu forwards the packet to v. Since now A(d) =0
andj. When usinqRoute (s, dYor fast re-route inthe and A(u) = 1, thenv forwards the packet to the
event of an arc failure, which is the target appicd  destination d. Thus the method easily computes an
c*(i,j) represents the shortest path cbstfore the alternate route for the square, which is a case where
IGP has reconverged in response to the link failue¢. | FA fails.
s be a given source node, and d be a given destimati A more interesting example is provided by Fig. 4,
node. In procedurRoute(s, d)elow,P is an ordered \here all arcs have cost 1, except fard) with cost
list of nodes that have been visited, @d® {P, x} 10 Suppos«s,d) fails and the IGP has not yet re-
means thax is inserted after the rightmost elemenPin converged. If in Step 4 ®Route(s,t)we break ties by
Also, A(n) is themultiplicity of node n, indicating picking the lexicographically smallest node (eajoser
how many timesn has been visited by the current g «3» in the alphabet), then the path takes i¢ u ~ v
packet. Aw A x Ay Az Adifin Step 4 ofRoute(s, twe
procedure Route(s, d) break ties by plcklng the lexicographically largastle
1 initialize: P = 0, A(n) =0forn e C, and x = (e.qg., closer to “z” in the alphabet) thanforwa_rds the
packet to z, and z forwards the packet to y, singg A(

>, while (= d) { A(d) = 0 butc(z,y) + &(y,d) = 144 <c(z,d) = 10.
3 LetY = {y e C(x) | A(Y) = Mmigen{X) The papket w‘illl eyentually reach d, but Pyalonge’rh
A(N)}: than with the “lexicographically smallest” rule.

4 Pick anyy eYfor which the sum 'I_'his jumping b_etween loops can oceur at mHst
c(X, y) + c*(y, d) is smallest: times, whereH is the number of arcs in paFP_g,d.

5 SetA(x) A A(x) +1, P A {P,x}, Thl_Js_ I_Ds,d never reaches d which contradicts the

definition of P,q. Hence this second sub-cases z

Np yields a contradiction, and hence the second case

x e Npcannot hold.

and send the packet aRdromx toy;

6 Set x ~ y;7}In words, X is the latest node
to receive the packet, we find the set of neighlobrs
with lowest multiplicity. From this set, we pick theHaving shown that botk e Npandx e Npcannot
neighbory for whichc(x, y) + c*(y, d)is smallest.
We append to P, augment the multiplicity of by 1,
and send the packet afdto y. Note thaP can be used d.
to compute the multiplicities; e.g., ifP =
{s,f.g,f,s,d,c, a, ¢, f, g, s, d, c, @ahenA(a) = X y 7

2, A(c) =3,A(d) = 2, A(f) =3,A(g) = 2, and Ao d
A(s) = 3. This example also shows that instead of 9' A .
sendingP to the next node, we could instead send only :

the nodes visited and their multiplicities, e.g., eaaild
send{A(a) = 2, A(c) = 3,A(d) = 2, A(f) =3,
A(g) = 2, A(s) =3}.

hold, we conclude that there is no pBthy froms to

Fig.4. Numerical analysis of fast rerouting tecliais

We consider two sub-cases. Suppose first that dp
Consider the iteration where the p@&hgenerated by
Route(s, d)has traversed looponce, and then later
returns to y. Then each node on this loop has
multiplicity at least 1, buz has multiplicity 0, since e

Np. By Step 3 oRoute(s,d), awill be picked before
again selecting a node on loop i. Bubute(s, d)did

not pick z, and instead traversed this loop a sétiome.
Hence it must be thate Np.

/

Fig.3. House Topology structure
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Finally, consider the second sub-case, where werassu adaptation, such as the adaptation of networking
z e Np. Since by definition z is not on loop i, then z behavior.The wireless link consistency, node energy
must lie on some other loop, say loop j, wherei. By  availability, instantaneous network, and MTTF are
the same arguments as above, the Path must leave investigated in this paper. However, the node gnerg
loop j, and when it does so it must immediatelyitvis availability expression and the system, thereby
another loop. making calculations cumbersome. To bypass this
A number of projects have tackled the problem ofproblem, two propositions are developed which make
providing flood support using WSN technology. Theit possible to calculate the node energy availgbili
Floodnet project uses a platform similar to Grid$tL.  and the system instantaneous reliability easiee Th
(an  XScale CPU with 802.11b networking) tosimulation results show that the analytical
implement flood monitoring on a tidal river in Shut expressions are accurate enough. Furthermore, the
East England, though this system supports only Isimp results are useful in designing a WSN to obtaindgoo
data flows, providing no support for in-network network performance. For future work, the analysis
computation. The Hydrowatch project uses low powepf a data flow in WSN with acknowledgment-based
Telos motes to implement river monitoring in ther®8  transmission scheme and the reliability evaluatién

Mountains in northern California. This project is the WSNs with a random node distribution will be
currently focused on supporting the planning ofroMc  jnyestigated.

solar installations to support environmental mariig

WSNs. The mote platform used in Hydrowatch does NG8EFERENCES

have sufficient resources to support in-network

computation, though the project does offer suppart [1] IF Akyildiz, W Su, Y Sankarasubramaniam, E

more complex data flows through the use of 6LowPAN  Cayirci, A suivey on sensor networks. IEEE
on-site networking_ Commun. Mag 40(8), 102'114(2002)

[2] MN Nguyen, C Bao, KL Tew, S Teddy, XL Li,
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The approach of separating the concerns of netwgrkin system for intelligent sensing machine
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